
INSTALLATION AND 
CONFIGURATION
CONFIGURING BPO2 FOR LOGIN VIA 
MICROSOFT ACTIVE DIRECTORY DOMAIN

Traditionally the BPO database and user logins are created using 

SQL Authentication to log into the BPO database in SQL Server. However, 

the BPO environment and user logins can be configured to use Windows 

Authentication.

This involves allowing SQL Server to access the Domain, SQL User set up in 

SQL Server, User Setup in BPO Configurator and Environment set up in the 

Registry. Below is the overview relating to the BPO and User Setup.

BPO USER LOGINS

Just a note that creating the logins via BPO Configurator will create the SQL 

Login too. If the full Domain\Username is known, this can be entered when 

creating a user, with the following differences:

 1. System User Name: The employee's windows login name 

 2. Trusted Connection flag should be enabled, and type in the Domain 

Name. 
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SQL SERVER LOGINS

 l Within SQL Server Management - check that this user has been 

created, and set to Windows Authentication.
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BPO ENVIRONMENT SETUP

 l When creating or Editing the BPO Connection Environment, 

ensure that the Trusted Connection flag is selected.
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BPO LOGIN

 l Log onto BPO with the following difference:

 l The login name will be greyed out (but remains pre-populated 

with the windows login name that is used to log onto the pc).

 l The password field is now hidden. BPO will login using the win-

dows login credentials.

BPO2.000.002
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